
 

 

 

 

 

 

 

ค ำประกำศเกี่ยวกับควำมเป็นส่วนตัวในกำรใช้กล้องวงจรปิด 

(CCTV Privacy Notice) 

_____________________________________ 

โรงพยาบาลตราด ซึ่งต่อไปในประกาศนี้  เรียกว่า  “โรงพยำบำลตรำด” หรือ “หน่วยงำน”              
ก าลังด าเนินการใช้กล้องวงจรปิด (CCTV) ส าหรับการเฝ้าระวังสังเกตการณ์ในพ้ืนที่ภายในอาคาร                       
และรอบบริเวณพ้ืนที่โรงพยาบาลตราด เพ่ือการปกป้องชีวิต สุขภาพ และทรัพย์สิน ทั้งนี้หน่วยงาน                     
ท าการเก็บรวบรวมข้อมูลส่วนบุคคลของเจ้าหน้าที่ ผู้ปฏิบัติงาน ลูกค้า ลูกจ้าง ผู้รับเหมา ผู้มาติดต่อ ผู้ป่วย      
หรือบุคคลใดๆ (ซึ่งต่อไปนี้จะเรียกรวมกันว่า “ท่ำน”) ที่เข้ามายังพ้ืนที่ โดยผ่านการใช้งานอุปกรณ์กล้องวงจรปิด
ดังกล่าว 

ประกาศความเป็นส่วนตัวในการใช้กล้องวงจรปิด “ประกำศ” ฉบับนี้ให้ข้อมูลเกี่ยวกับการด าเนินการ
เก็บรวบรวม ใช้หรือเปิดเผย ซึ่งข้อมูลที่สามารถท าให้สามารถระบุตัวท่านได้ “ข้อมูลส่วนบุคคล” รวมทั้ง             
สิทธิต่างๆ ของท่าน ดังนี้ 

1. ฐำนกฎหมำยในกำรประมวลผลข้อมูลส่วนบุคคล 
     หน่วยงานด าเนินการเก็บรวบรวมข้อมูลส่วนบุคคลของท่านภายใต้ฐานกฎหมายดังต่อไปนี้ 

❒ ความจ าเป็นในการป้องกันหรือระงับอันตรายต่อชีวิต ร่างกาย หรือสุขภาพของท่านหรือบุคคลอ่ืน 
❒ ความจ าเป็นเพ่ือประโยชน์โดยชอบด้วยกฎหมายของหน่วยงานหรือบุคคลอ่ืน โดยประโยชน์ดังกล่าว 

มีความส าคัญไม่น้อยไปกว่าสิทธิขั้นพ้ืนฐานในข้อมูลส่วนบุคคลของท่าน 
❒ ความจ าเป็นในการปฏิบัติตามกฎหมายที่ เกี่ยวข้อง ซึ่งควบคุมดูแลเกี่ยวกับความปลอดภัย               

และสภาพแวดล้อมในสถานที่ท างาน รวมถึงทรัพย์สินของหน่วยงาน 
  
 
 
 
 
 
 
 
 

 
2.วัตถุประสงค์… 
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 2. วัตถุประสงค์ในกำรเก็บรวบรวมข้อมูลส่วนบุคคลของท่ำน 
     หน่วยงานด าเนินการเก็บรวบรวมข้อมูลส่วนบุคคลของท่านเพ่ือวัตถุประสงค์ ดังต่อไปนี้ 

2.1  เพ่ือการปกป้องสุขภาพและความปลอดภัยส่วนตัวของท่าน ซึ่งรวมไปถึงทรัพย์สินของท่าน 
             2 .2 เ พ่ือการปกป้องอาคาร สิ่ ง อ านวยความสะดวกและทรัพย์สิ นของหน่วยงาน                   

จากความเสียหาย การขัดขวาง การท าลายซึ่งทรัพย์สินหรืออาชญากรรมอ่ืน 
             2.3 เพ่ือสนับสนุนหน่วยงานที่เกี่ยวข้องในการบังคับใช้กฎหมายเพ่ือการยับยั้ง ป้องกัน สืบค้น 

และด าเนินคดีทางกฎหมาย 
        2.4 เ พ่ือการให้ความช่วยเหลือในกระบวนการระงับข้อพิพาทซึ่ งเกิ ดขึ้นในระหว่าง                  

ที่มีกระบวนการทางวินัยหรือกระบวนการร้องทุกข์ 
        2.5 เพ่ือการให้ความช่วยเหลือในกระบวนการสอบสวน หรื อ กระบวนการเกี่ยวกับ                   

การส่งเรื่องร้องเรียน  
        2.6 เพ่ือการให้ความช่วยเหลือในกระบวนการริเริ่มหรือป้องกันการฟ้องร้องทางแพ่ง ซึ่งรวมไปถึง

แต่ไม่จ ากัดเพียงการด าเนินการทางกฎหมายที่เก่ียวข้องกับการจ้างงาน  

 3. ข้อมูลส่วนบุคคลที่หน่วยงำนเก็บรวบรวมและใช้ 
     ตามวัตถุประสงค์ตามที่ได้แจ้งในข้อ 2. เราท าการติดตั้งกล้องวงจรปิดในต าแหน่งที่มองเห็นได้         

โดยจะจัดวางป้ายเตือนว่ามีการใช้งานกล้องวงจรปิด ณ ทางเข้าและทางออก รวมถึงพ้ืนที่ที่เราเห็นสมควรว่า
เป็นจุดที่ต้องมีการเฝ้าระวัง เพ่ือเก็บรวบรวมข้อมูลส่วนบุคคลของท่านเมื่อท่านเข้ามายังพ้ืนที่ ดังต่อไปนี้ 

  

รำยกำรข้อมูลส่วนบุคคลที่เก็บรวบรวม 

 ภาพนิ่ง 
 ภาพเคลื่อนไหว 
 เสียง 
 ภาพทรัพย์สินของท่าน เช่น พาหนะ กระเป๋า หมวก เครื่องแต่งกาย เป็นต้น 

 
  

ทั้งนี้ เราจะไม่ท าการติดตั้งกล้องวงจรปิดในพ้ืนที่ที่อาจล่วงละเมิดสิทธิขั้นพ้ืนฐานของท่านจนเกิน
สมควร ได้แก่ ห้องพัก ห้องน้ า ห้องอาบน้ า หรือสถานที่เพ่ือใช้ในการพักผ่อนของผู้ปฏิบัติงาน 

 
 
 
 
 
 

 
 

4.การเปิดเผยข้อมูล... 
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 4. กำรเปิดเผยข้อมูลส่วนบุคคลของท่ำน 
      หน่วยงานจะเก็บรักษาข้อมูลในกล้องวงจรปิดที่เกี่ยวกับท่านไว้เป็นความลับ และจะไม่ท าการ
เปิดเผย เว้นแต่ กรณีที่หน่วยงานมีความจ าเป็นเพ่ือให้สามารถบรรลุวัตถุประสงค์ในการเฝ้าระวังสังเกตการณ์
ตามที่ได้ระบุในประกาศฉบับนี้ หน่วยงานอาจเปิดเผยข้อมูลในกล้องวงจรปิดแก่ประเภทของบุคคลหรือนิติ
บุคคล ดังต่อไปนี้ 

          4.1 หน่วยงานที่มีอ านาจหน้าที่ตามที่กฎหมายก าหนด เพ่ือช่วยเหลือ สนับสนุนในการบังคับใช้
กฎหมาย หรือเพ่ือการด าเนินการสืบสวน สอบสวน หรือการด าเนินคดีความต่าง ๆ 

          4.2 ผู้ให้บริการซึ่งเป็นบุคคลภายนอก เพ่ือความจ าเป็นในการสร้างความม่ันใจในเรื่องการป้องกัน
หรือระงับอันตรายต่อชีวิต ร่างกาย สุขภาพ รวมทั้งทรัพย์สินของท่านหรือบุคคลอื่น  

 5. สิทธิตำมพระรำชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 ของท่ำน 
     พระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. 2562 มีวัตถุประสงค์เพ่ือให้ข้อมูลส่วนบุคคลของ

ท่านอยู่ในความควบคุมของท่านได้มากขึ้น โดยท่านสามารถใช้สิทธิตามพระราชบัญญัติคุ้มครองข้อมูลส่วน
บุคคล พ.ศ. 2562 เมื่อบทบัญญัติในส่วนที่ เกี่ยวกับสิทธิของเจ้าของข้อมูลส่วนบุคคลมีผลใช้บังคับ                   
ซึ่งมีรายละเอียดดังต่อไปนี้ 

     5.1 สิทธิในการเข้าถึง รับส าเนา และขอให้เปิดเผยที่มาของข้อมูลส่วนบุคคลของท่านที่หน่วยงาน
เก็บรวบรวมอยู่ เว้นแต่กรณีที่หน่วยงานมีสิทธิปฏิเสธค าขอของท่านตามกฎหมายหรือค าสั่งศาล หรือกรณีที่ค า
ขอของท่านจะมีผลกระทบที่อาจก่อให้เกิดความเสียหายต่อสิทธิและเสรีภาพของบุคคลอ่ืน  

     5.2 สิทธิในการขอแก้ไขข้อมูลส่วนบุคคลของท่านที่ไม่ถูกต้องหรือไม่ครบถ้วน เพ่ือให้มี               
ความถูกต้อง เป็นปัจจุบัน สมบูรณ์ และไม่ก่อให้เกิดความเข้าใจผิด  

     5.3 สิทธิในการขอให้ระงับการใช้ข้อมูลส่วนบุคคลของท่านในกรณีหนึ่งกรณีใด ดังต่อไปนี้  
                      5.3.1 เมื่ออยู่ในช่วงเวลาที่หน่วยงานท าการตรวจสอบตามค าร้องขอของท่านให้แก้ไข           
ข้อมลูส่วนบุคคลของท่านให้ถูกต้อง สมบูรณ์และเป็นปัจจุบัน 
                      5.3.2 ข้อมูลส่วนบุคคลของท่านถูกเก็บรวบรวม ใช้หรือเปิดเผยโดยมิชอบด้วยกฎหมาย 
                      5.3.3 เมื่อข้อมูลส่วนบุคคลของท่านหมดความจ าเป็นในการเก็บรักษาไว้ตามวัตถุประสงค์ที่
หน่วยงานได้แจ้งไว้ในการเก็บรวบรวม แต่ท่านประสงค์ให้หน่วยงานเก็บรักษาข้อมูลนั้นต่อไปเพ่ือประกอบการ
ใช้สิทธิตามกฎหมายของท่าน 
                      5.3.4 เมื่ออยู่ในช่วงเวลาที่หน่วยงานก าลังพิสูจน์ให้ท่านเห็นถึงเหตุอันชอบด้วยกฎหมายใน
การเก็บรวบรวม ใช้หรือเปิดเผยข้อมูลส่วนบุคคลของท่าน หรือตรวจสอบความจ าเป็นในการเก็บรวบรวม ใช้ 
หรือเปิดเผยข้อมูลส่วนบุคคลของท่านเพ่ือประโยชน์สาธารณะ อันเนื่องมาจากการที่ท่านได้ใช้สิทธิคัดค้านการ
เก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลของท่าน 

     5.4 สิทธิในการคัดค้านการเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลของท่าน เว้นแต่                 
กรณีที่หน่วยงานปฏิเสธค าขอของท่านโดยชอบด้วยกฎหมาย (เช่น หน่วยงานสามารถแสดงให้เห็นว่าการเก็บ
รวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลของท่านมีเหตุอันชอบด้วยกฎหมายยิ่งกว่า หรือเพ่ือการก่อตั้งสิทธิ
เรียกร้องตามกฎหมาย การปฏิบัติตามหรือการใช้สิทธิเรียกร้องทางกฎหมาย หรือเพ่ือประโยชน์สาธารณะตามภารกิจ              
ของหน่วยงาน) 

6.ระยะเวลาในการ... 
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 6. ระยะเวลำในกำรเก็บรักษำข้อมูลส่วนบุคคล 
     เพ่ือบรรลุวัตถุประสงค์ของการเฝ้าระวังสังเกตโดยการใช้อุปกรณ์กล้องวงจรปิดตามที่ประกาศนี้

ก าหนด หน่วยงานจะเก็บรักษาข้อมูลส่วนบุคคลในกล้องวงจรปิดที่เกี่ยวข้องกับท่าน เป็นระยะเวลา 15 วัน    
นับจากวันที่ท่านได้เข้าอาคารหรือสถานที่ของโรงพยาบาลตราด ทั้งนี้ เมื่อพ้นระยะเวลาดังกล่าว ภาพที่บันทึก
ไว้ในอุปกรณ์กล้องวงจรปิด จะท าการ ลบ ท าลายข้อมูลส่วนบุคคลของท่านโดยอัตโนมัติ 

 7. กำรรักษำควำมม่ันคงปลอดภัยข้อมูลส่วนบุคคล 
     หน่วยงานมีมาตรการในการรักษาความมั่นคงปลอดภัยข้อมูลส่วนบุคคลของท่านอย่างเหมาะสม            

ทั้งในเชิงเทคนิคและการบริหารจัดการ เพ่ือป้องกันมิให้ข้อมูลสูญหาย หรือมีการเข้าถึง ลบ ท าลาย ใช้ 
เปลี่ยนแปลง แก้ไข หรือเปิดเผยข้อมูลส่วนบุคคลโดยไม่ได้รับอนุญาต ซึ่งสอดคล้องกับนโยบายและแนวปฏิบัติ
ด้านความมั่นคงปลอดภัยสารสนเทศ (Information Security Policy) ของหน่วยงาน 

     นอกจากนี้ หน่วยงานได้ก าหนดให้มีนโยบายการคุ้มครองข้อมูลส่วนบุคคลขึ้นโดยประกาศให้ทราบ
กันโดยทั่วทั้งองค์กร พร้อมแนวทางปฏิบัติเพ่ือให้เกิดความมั่นคงปลอดภัยในการเก็บรวบรวม ใช้ หรือเปิดเผย
ข้อมูลส่วนบุคคล โดยธ ารงไว้ซึ่งความเป็นความลับ (Confidentiality) ความถูกต้องครบถ้วน (Integrity)              
และสภาพพร้อมใช้งาน (Availability) ของข้อมูลส่วนบุคคล โดยหน่วยงานได้จัดให้มีการทบทวนนโยบาย
ดังกล่าวรวมถึงประกาศนี้ในระยะเวลาตามท่ีเหมาะสม 

 8. ควำมรับผิดชอบของผู้ควบคุมข้อมูลส่วนบุคคล 
     หน่วยงานได้ก าหนดให้เจ้าหน้าที่เฉพาะผู้ที่มีอ านาจหน้าที่เกี่ยวข้องในการจัดเก็บรวบรวม ใช้ หรือ

เปิดเผยข้อมูลส่วนบุคคลของกิจกรรมการประมวลผลนี้เท่านั้นที่จะสามารถเข้าถึงข้อมูลส่วนบุคคลของท่านได้ 
โดยหน่วยงานจะด าเนินการให้เจ้าหน้าที่ปฏิบัติตามประกาศนี้อย่างเคร่งครัด 

 9. กำรเปลี่ยนแปลงแก้ไขค ำประกำศเกี่ยวกับควำมเป็นส่วนตัว 
     ในการปรับปรุงหรือเปลี่ยนแปลงประกาศนี้หน่วยงานอาจพิจารณาแก้ไขเปลี่ยนแปลงตามที่

เห็นสมควร และจะท าการแจ้งให้ท่านทราบผ่านช่องทาง เว็บไซต์: www.trathospital.go.th อย่างไรก็ดี 
หน่วยงานขอแนะน าให้ท่านโปรดตรวจสอบเพ่ือรับทราบประกาศฉบับใหม่อย่างสม่ าเสมอ โดยเฉพาะก่อนที่
ท่านจะเข้ามาในพื้นที่ของโรงพยาบาลตราด 
         การที่ท่านเข้ามาในพ้ืนที่ของโรงพยาบาลตราด ถือเป็นการรับทราบตามข้อตกลงในประกาศนี้                 
ทั้งนี้ โปรดระงับการเข้าพ้ืนที่หากท่านไม่เห็นด้วยกับข้อตกลงในประกาศฉบับนี้  หากท่านยังคงเข้ามาในพ้ืนที่
ต่อไปภายหลังจากที่ประกาศนี้มีการแก้ไขและน าขึ้นประกาศในช่องทางข้างต้นแล้ว  จะถือว่าท่านได้รับทราบ
การเปลี่ยนแปลงดังกล่าวแล้ว 
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         10. กำรติดต่อสอบถำม  
     ท่านสามารถติดต่อสอบถามเก่ียวกับประกาศฉบับนี้ได้ที่ 
1. ผู้ควบคุมข้อมูลส่วนบุคคล (Data Controller) 

 ชื่อ: โรงพยาบาลตราด (กลุ่มงานบริหารทั่วไป) 
 สถานที่ติดต่อ: เลขที่ 108 ถนนสุขุมวิท ต.วังกระแจะ อ.เมือง จ.ตราด รหัสไปรษณีย์ 23000 
 ช่องทางการติดต่อ: โทรศัพท ์: 0–3951-3555 ต่อ 771 (กลุ่มงานบริหารทั่วไป) 

2. เจ้ำหน้ำที่คุ้มครองข้อมูลส่วนบุคคล (Data Protection Officer: DPO) 
 ชื่อ: นางสาวณัฐธยาน์  ณิชาวิรัลยา (เจ้าหน้าที่กลุ่มงานบริหารทั่วไป) 
 สถานที่ติดต่อ: เลขที่ 108 ถนนสุขุมวิท ต.วังกระแจะ อ.เมือง จ.ตราด รหัสไปรษณีย์ 23000 
 ช่องทางการติดต่อ: โทรศัพท ์: 0-3951-3555 ต่อ 771 (กลุ่มงานบริหารทั่วไป) 
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เอกสารที่จะต้องเตรียมเพ่ือขอดูข้อมูลกล้องวงจรปิดภายในโรงพยาบาลตราด 

1. ส าเนาบัตรประชาชน 

2. ส าเนาใบแจ้งความ หรือหนังสือราชการแจ้งเหตุขอดูข้อมูลกล้องวงจรปิดจากหนว่ยงาน (กรณีหน่วยงานต่างๆ) 

3. แบบฟอร์มการขอดูภาพข้อมูลกล้องวงจรปิด ซึ่งสามารถพิมพ์แบบค าร้องดังกล่าวได้โดยแสกน QR-Code
ด้านล่างนี้ หรือเข้ามากรอกแบบค าร้องฯ ได้ที่ห้องกลุ่มงานบรหิารทั่วไป ชัน้ที่ 3 อาคารผู้ปว่ยนอก โรงพยาบาลตราด 

 

 

 

 

 

 

 

QR-Code แบบค าร้องขอเข้าดู/ส าเนาข้อมูลภาพจากกล้องโทรทัศน์วงจรปิด โรงพยาบาลตราด 

 

 

 

 

 

 

 

 

 

 

 



 

 

ไม่ครบ 

ไม่อนุมัติ อนุมัติ 

ขั้นตอนกำรขอดูข้อมูลกล้องวงจรปิด 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 
หมายเหตุ : 1.เหตุการณด์ังกล่าวเกิดขึ้นในบริเวณทีต่ิดตั้งกล้องวงจรปิด 
               2.เหตุการณ์ดังกล่าวอยู่ในช่วงเวลาที่ยังมีข้อมูลบันทึกอยู่ 
              (ระยะเวลา 15 วันนับจากวันที่ท่านได้เข้าอาคารหรือสถานท่ีของโรงพยาบาลตราด) 

 

เริ่มต้น 

          กรอกแบบฟอร์มโดยแนบ 
๑.  ส ำเนำบัตรประชำชน 
๒.  ส ำเนำใบแจ้งควำม 

เจ้ำหน้ำที่กลุ่มงำนบริหำรทั่วไป 
ตรวจสอบควำมถูกต้องของเอกสำรในเบื้องต้น 

ถึงควำมครบถ้วน วันที่ เวลำ และสถำนที่เกิดเหตุในแบบฟอร์ม 

ครบ 

รองผู้อ ำนวยกำรฝ่ำยบริหำร 
ตรวจสอบข้อมูล เพื่อพิจำรณำกำรขอดูถึงข้อมูลวงจรปิด 

แจ้งเหตุผลที่ไม่อนุญำตให้ผู้รับบริกำร 
ดูข้อมูลกล้องวงจรปิดแก่ผู้รับบริกำร 

แจ้งผู้ขอรับบริกำร ให้มำดู 
ข้อมูลกล้องวงจรปิดได้ 

จบขั้นตอน 


